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1	Background
During the last SA2, following was agreed:
· NF services are derived from the information flows that describe end to end functionality, where applicable (see 3GPP TS 23.502 [3], Annex B drafting rules).
· Complete end to end message flows can be described by a sequence of NF service invocations.
NOTE:	While the use of NF services is not restricted to the identified consumers, no specific effort will be made in this release of the specification, to develop the description of NF services beyond what is necessary to support their use in information flows.
It was also agreed that:
“Each of the NF services offered by a Network Function shall be self-contained, reusable and use management schemes independently of other NF services offered by the same Network Function (e.g. for scaling, healing, etc).”
“NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs. 
NF service operation: An elementary unit a NF service is composed of. “
It is proposed that we summarize the NF services in a table with service description, input/output parameters, other relevant information and have a column to determine whether the given call flow is referring to NF service operation or NF service.
2	Criteria
We consider the following set of criteria for defining the services:
· each NF service operates on its own set of context(s)
· services operations that operate on a common context data shall be defined within a single service. Any direct access of a context owned by a NF service are only made by the service operations of that NF service.
· One non-service based interface shall be tied to at most one NF service in an NF.
3	Considerations for identifying NEF services and service operations
The services exhibited by NEF should mainly include features that are essential for other Network functions would need as described in e2e call flows in section 4.
To start with, the list of functions that NEF performs need to be considered. From 3GPP TS 23.501 section 6.2.5 the following are the list of NEF functions:
	The Network Exposure Function (NEF) supports the following functionality:
-	It provides a means to securely expose the services and capabilities provided by 3GPP network functions for e.g 3rd party, internal exposure/re-exposure, Application Functions, Edge Computing as described in section 5.13.
-	The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.



It is proposed to update TS 23.502 to include the following services for NEF
If this is agreeable, then it is proposed to update the call flows in section 5 accordingly (i.e. remove the ones that are not relevant as per e2e call flows in section 4).
* * * * Start Change * * *.*
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Table 5.2.6-1: NF Services provided by NEF
	NF service
	Description
	NF service operations
	Consumer
	Ref.

	Device Trigger
	Placing/Removing a trigger in the device
	Nnef_Device_Trigger_Event_Setting
	AF
	TBD in section 4.

	Device monitoring
	Enable the AF to subscribe/unsubscribe UE’s event related to UE location, reachability, roaming status, or/and loss of connectivity
	Nnef_Device_event_detection_Request
	AF
	TBD in section 4.

	
	
	Nnef_Device_event_detection_Notification
	AF
	

	Device Provisioning
	Allow the AF to provide QoS and Charging profile to a device or PDU session.
	Nnef_AF_Policy_Install_Request
	AF
	TBD in section 4.

	
	
	Nnef_AF_Policy_Result_Notification
	AF
	

	
	
	
	
	



Editor's note:	The identified NF service(s) in this clause are to be evaluated.
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	NF service operation
	Description
	Input parameters
	Output parameters

	Device_Trigger_
Event_Setting
	Placing/Removing a trigger in the device
	Trigger add/remove: External Identifier or MSISDN, Requester Identifier, validity period, Application Port ID and Trigger Payload
	result of the operation (ack/nack)



Service description: The AS requests the network to send a Device trigger to the UE.
Input: External Identifier or MSISDN, Requester Identifier, validity period, Application Port ID and Trigger Payload.
Output: the result of the delivery of the device trigger.
Service procedure:


Figure 5.2.6.1-1: Device Trigger service
1.	The NEF (Network Exposure Function) receives a Device Trigger Request (External Identifier or MSISDN, requester Identifier, validity period, Application Port ID and trigger payload ) message. The Application Port ID is to address a triggering function within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. The trigger payload contains the information destined for the application on the UE, along with the information to route it to which application on the UE.
	The NEF checks whether the Application is authorised to send the Device Trigger based on the requester Identifier. The NEF also check whether the requester has exceeded its quota or rate of trigger submission.
2.	The NEF invokes the "Get Subscriber Serving NF(External Identifier or MSISDN, NF type)" service provided by the UDM to determine the NF which serves the UE and also get the SUPI of the UE.
3.	The NEF sends the Device Trigger Request (UE permanent ID, NAS Container) to the AMF. The NAS container includes the Application Port ID and trigger payload received in step 1.
4.	The AMF send the Device Trigger Request (NAS container) to the UE. If the UE is not connected, the AMF pages the UE. When the UE receives the NAS container, the trigger payload identifies which application(s) is to be notified and the information to be notified to the application, e.g. PDU session establishment is requested.
	The corresponding response message is send back to the AMF to confirm the receiving the request message.
5.	The NEF receive the Device Trigger Response from the AMF.
Editor's note:	It is FFS whether the interaction between AMF and NEF at the step 3, 5 can be service based.
6.	The NEF sends the Device Trigger Response to the Application Server.
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Editor's note:	The identified NF service(s) in this clause are to be evaluated.

* * * * End Change * * *.*
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